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[bookmark: _Toc120001990]Introduction
1. [bookmark: _Toc120001991]Purpose of the Code
1.1. Astana Financial Services Authority (hereinafter the “AFSA”) strives to act in an ethical, transparent, and accountable manner, to deal with businesses and individuals fairly, impartially, and professionally, and to promote the highest standards of corporate governance.
1.2. This Code of Conduct (hereinafter the “Code”) provides the AFSA’s vision on the way it conducts business and maintains and conducts communication of ethics and compliance principles and must be read in conjunction with the AIFC Ethics Code. 
1.3. This Code reflects the AFSA’s vision and commitment to transparency in all situations related to interactions between the AFSA and other parties, including, but not limited to its employees, AIFC Participants, and interactions between AFSA’s employees.
1.4. This Code is based upon AFSA’s core values, it guides and helps to achieve the following main purposes:
· Prevent legal and regulatory violations;
· Foster employee loyalty and retention;
· Encourage AIFC Participants loyalty and retention; and
· Build a stronger reputation for integrity and trust. 
1.5. The Code sets forth the principles of behaviour and business ethics, and it should be a guide for every one of us for acting with trust, integrity, and honesty.
1.6. This Code is related to AIFC and AFSA internal ethics and business conduct policies that should be considered as the whole, composed of several particular policies and procedures shown in Annex 2.
2. [bookmark: _Toc120001992]Application of the Code
2.1. This Code applies to AFSA staff, which for the purpose of this Code includes every employee and intern. 
Employee means an individual who is employed by the AFSA, whether on a full-time or part-time basis, under a contract of employment, whether oral or written, or express or implied. 
Intern means a physical person, who works for the AFSA under the internship agreement for a short time, in order to get experience of a particular type of work
2.2. Third parties are also encouraged to share AFSA’s principles.
3. [bookmark: _Toc120001993]Interpretation
3.1. Schedule 1 contains definitions used in this Code.
3.2. In this Code the terms we, our and us (and similar terms) generally refer to AFSA. 
[bookmark: _Toc120001994]Values
4. [bookmark: _Toc120001995]Our Core Values
4.1. AFSA’s values serve as the basis to practice sound decision-making. Implementing our mission and achieving our strategic objectives would not be possible without our core values: Accountability, Integrity, Focus on the future, Collaboration, and Transparency.
4.1.1. Accountability means accepting ownership of our decisions and their consequences, and taking responsibility for our commitments, actions, and results. We are committed to go the extra mile and pursue excellence in all that we do.
4.1.2. Integrity means that others can trust us, and know that we are honest, fair, and forthright. Integrity means that we will always honour our commitments to our stakeholders and business partners and treat our people equally and fairly, regardless of their gender, marital status, race, nationality, religion, disability, age, or any other factors.
4.1.3. Focus on the future means that we plan for our future and always think one step ahead. We strive to accept the challenges presented by uncertainty and turn them into opportunities for our business.
4.1.4. Collaboration means sound teamwork, and effective and efficient vertical and horizontal communications within AFSA. It also means building a culture where individual contributions are multiplied and produce meaningful outcomes for the whole team.
4.1.5. Transparency means acting openly, fairly, and equitably with a view to proper Disclosure of public reports, providing clarity on the course of our actions and reducing uncertainty and space manipulation of information.
5. [bookmark: _Toc120001996]Speaking Up
5.1. Employees should Speak Up if they become aware of any cases when AFSA’s values and standards of conduct are not being followed or being violated or circumvented. Employees are empowered to Speak Up in respect of any ethical or potential legal concern (hereinafter the “Business Conduct Concern”), this will protect them and the AFSA. AFSA will investigate all such reports thoroughly in accordance with the AFSA Speaking Up and Investigation of Misconduct Policy.
5.2. AFSA will treat every concern seriously, confidentially, and fairly.
5.3. AFSA will keep information about an initiator of a Business Conduct Concern confidential, secure, and accessible only on a “need to know” basis. AFSA will only disclose identifying details if:
5.3.1. there is a consent of the initiator of a Business Conduct Concern to disclose his or her identity; or
5.3.2. details about the initiator are reasonably required for proper handling of a Business Conduct Concern or correspondent investigations.
5.4. Employees who are eligible to receive a Business Conduct Concern must:
5.4.1. treat every Business Conduct Concern seriously, promptly, and respectfully; and
5.4.2. protect the identity of the initiator of a Business Conduct Concern.
6. [bookmark: _Toc120001997]Non-retaliation
6.1. Retaliation can take many forms including threats, harassment, exclusion, intimidation, damage to person or property, victimisation, discrimination, or other detrimental behaviour.
6.2. AFSA and its employees must not retaliate against anyone speaking up on a Business Conduct Concern and non-compliance with the AFSA’s policies.
6.3. Any retaliation is a serious breach of this Code and may result in disciplinary consequences including termination.
6.4. Any Employee who believes that he or she has been retaliated against, should report it through the Reporting Channel.
[bookmark: _Toc120001998]Workplace
7. [bookmark: _Toc120001999]Working Environment
7.1. AFSA strives to provide and maintain healthy and productive Working Environment, free from discrimination, harassment, threats, intimidation, and physical harm.
7.2. AFSA has zero tolerance for workplace violence and will investigate and take appropriate action up to and including dismissal regarding any threats to a safe workplace.
7.3. AFSA does not tolerate racial, religious, sexual advances or any other Prohibited Conduct that promotes offensive or intimidating Working Environment.
7.4. Prohibited Conduct that could impair Working Environment includes, but not limited to:
· threats, bullying, insulting, using obscene language, application of physical force, physical assaults, fighting, threatening comments, intimidation;
· threats through electronic communications including social media, and the intentional or reckless destruction of property of AFSA, its employee, or visitor;
· romantic relations between a Line Manager and a subordinate;
· discrimination against employee of any type of diversity;
· use, distribution, sale, or possession of illegal drugs or any controlled or prohibited for common use substances except for those approved for medical purposes;
· consumption or being under the influence of illegal drugs, controlled or prohibited for common use substances used for non-medical purposes;
· possession of weapons of any type; and
· making audio or visual recordings in the Working Environment without permission of a person whose actions are recorded since doing so could result in inadvertent Disclosure of confidential information or infringement of privacy.
8. [bookmark: _Toc120002000]Safe, Secure and Healthy Workplace
8.1. The Working Environment must be designed so that it is as safe as possible. All staff must be aware of and comply with our health and safety standards, procedures, and practices.
8.2. AFSA provides safe, secure, and healthy Working Environment by using access control systems, CCTVs, keycards, emergency exits, providing training on security procedures, constant improvement of the system so it cannot be attacked by hackers, etc.
8.3. Keeping workplace safe and secure means:
· finding proactive ways to keep staff and visitors safe;
· taking actions to correct unsafe conditions;
· reporting all accidents, injuries, illnesses, violent behaviour, and threats;
· following all security procedures; and
· knowing what to do in an emergency.
9. [bookmark: _Toc120002001]Substance Abuse
9.1. The possession, sale, use of illegal drugs or abuse of controlled substances in the AFSA’s premises is prohibited.
9.2. The consumption of alcohol in the AFSA’s premises is prohibited, except for the cases specified in section 28 of the AIFC Ethics Code. 
9.3. Being under the influence of illegal drugs or substances of abuse on AFSA’s property is prohibited.
9.4. Working while under the influence of prescription drugs that impair performance is prohibited.
[bookmark: _Toc120002002]Assets
10. [bookmark: _Toc120002003]AFSA’s assets and assets of others
10.1. All assets owned and used by the AFSA are of value for us, and they are critical to our everyday activity and overall success.
10.2. In this regard the AFSA relies on its employees to protect the assets owned and used by the AFSA.
10.3. Assets could include the following:
· Information assets – data related to AFSA’s business, or personal information related to employees;
· Financial assets – money, financial instruments;
· Physical assets – computers, furniture, premises, equipment, office supplies;
· Intangible assets – copyrights, secrets, AFSA’s reputation.
10.4. Both the AFSA and its employees share responsibility to protect the AFSA’s assets from mistreatment, and the AFSA always encourages its employees to use and handle the assets efficiently.
10.5. Protecting and safeguarding of the AFSA’s assets mean:
· taking steps to prevent loss, damage, theft, waste, and misuse of them;
· using assets for business purpose only;
· not removing, selling, borrowing, or disposing assets without prior authorization; and
· report on any instance of alleged or actual mistreatment or mishandling of assets through the correspondent Reporting Channel.
11. [bookmark: _Toc120002004]Third Party Software, Apps, Cloud-Based Services and Data
11.1. To protect its employees and business, AFSA restricts the use and installation of third party software products, cloud-based services, and data to AFSA-provided devices without appropriate permission.
11.2. Using of AFSA-provided devices is only allowed with AFSA-approved third party products.
11.3. The following activities are strictly prohibited without exception:
· violating the rights of any person or company under copyright, trade secret, patent, or other intellectual property laws, such as by installing or distributing “pirated” or other software products that are not appropriately licensed for use by AFSA;
· accessing AFSA’s information, computer systems or an employee account for any purpose other than conducting AFSA’s business or as otherwise expressly permitted by AFSA IT;
· importing or exporting software, technical information, encryption software or technology in violation of applicable trade laws, including export control laws; AFSA Legal Office should be consulted if AFSA’s employees have any questions or concerns;
· introducing malicious programs (e.g., viruses, worms, Trojan horses, e-mail bombs, etc.) to the AFSA network or server, or any other computer system;
· revealing AFSA’s employees corporate email account password to or allowing use of AFSA’s employees account by third parties, for example, AFSA’s employees may not share their account password with family or other household members;
· using any computer system to actively download or transmit material that violates harassment or hostile workplace laws in the AFSA’s employee local jurisdiction, or otherwise violates applicable laws or regulations;
· [bookmark: _Hlk116461722]making fraudulent or deceptive offers of products or services originating from any AFSA corporate email account;
· making offers of products or services, which are not related to the AFSA’s business activities, from any AFSA corporate email account;   
· causing or attempting to cause any security breaches, disruptions of network communications or information security incidents; in this regard, “disruption” includes, but is not limited to, network sniffing, pinged floods, packet spoofing, denial of service, and using forged routing information for malicious purposes;
· port scanning or security scanning unless prior approval from AFSA IT has been obtained;
· executing any form of network monitoring which will intercept data not intended for the AFSA’s employees host except in accordance with the relevant AFSA policy;
· circumventing user authentication protocols or the security of any host, network, account or other AFSA or third-party system;
· introducing honeypots, honeynets, or similar technology on the AFSA network; and
· interfering with or disabling a user’s terminal session, via any means, locally or via the Internet / Intranet / Extranet.
12. [bookmark: _Toc120002005]Confidential and Proprietary Information
12.1. AFSA diligently protects and safeguards proprietary and confidential information, and the same relates to the information of AIFC Participants, contractors, and partners.
12.2. AFSA does not disclose any confidential or proprietary information except as required by applicable law or court order or in the discharge of our regulatory duties and responsibilities. 
12.3. AFSA respects the valid intellectual property rights of others.
12.4. Employees are not allowed to share and provide confidential, proprietary, or sensitive information, nor any personal information of other employees to anyone outside the AFSA, including family members and friends, without prior approval of the AFSA or in accordance with applicable data protection regulations and rules on personal data and personal sensitive data.
12.5. Employees share confidential information with co-workers only on a need-to-know basis.
12.6. Employees do not use AFSA’s systems, databases or devices for unlawful or inappropriate purposes.
13. [bookmark: _Toc120002006]Personal Data
13.1. AFSA respects the privacy of employees, guests, partners and third parties’ personal information.
13.2. AFSA is committed to securing and preventing unauthorized access to or Disclosure of such information.
13.3. AFSA may collect and use personal information about employees, such as compensation and benefits, medical information, and share this information with those who have a need to know, for example, health insurance providers.
13.4. If, as a part of work, an employee has access to personal information of other employees, interns, AIFC Participants, contractors, and partners, he or she should use it only to the extent necessary to do his or her job. To minimize risk any personal information should be made anonymous, when possible.
[bookmark: _Toc120002007]Business Practices
14. [bookmark: _Toc120002008]Compliance
14.1. AFSA is committed to full compliance with the Acting law of the AIFC.
14.2. Employees must comply with the Acting law of the AIFC and AFSA internal policies when perform their duties.
15. [bookmark: _Toc120002009]Anti-Bribery and Corruption
15.1. [bookmark: _Hlk115548477]AFSA prohibits Corruption in any form, including Bribery, kickbacks, or other unlawful payments.
15.2. Employees of AFSA may not make any payments or provide any gifts in any forms to individuals employed by AIFC Participants, contractors, or partners intended to influence any act or decision or secure any improper advantage. This does not relate to any gifts (including branded gifts, gifts with country- or company-specific symbolics) provided by AFSA as a sign of respect to the external parties during visits, business trips, or when hosting events and participating in public events.
15.3. Employees of the AFSA may not accept any payments or gifts from any person under circumstances in which such acceptance may result in any of the following:  a) impairment of independence of judgment in the exercise of duties; b) an undertaking to give preferential treatment to any person; or c) any adverse effect on the confidence of the public in the integrity of the Employee or AFSA. This does not relate to any gifts (including branded gifts, gifts with country- or company-specific symbolics) received by AFSA employees as a sign of respect from external parties during their visits, business trips, or when hosting events and participating in public events. Some exceptions apply to corporate hospitality, business lunches, coffees which could be considered reasonable and not excessive.
15.4. Employees should avoid any situations that could make someone question their intentions or honesty. 
15.5. AFSA and its employees do not engage in activities that create the appearance of impropriety.
16. [bookmark: _Toc120002010]Facilitation Payment
16.1. Paying a fee for the use of a recognized, legitimate, fast-track procedure that is open to all and not paid to an individual is not considered to be a Facilitation Payment.
16.2. Requesting, making, or offering of a Facilitation Payment are specifically prohibited. 
17. [bookmark: _Toc120002011]Gifts and Entertainment, Sponsorships and Charitable Donations
17.1. All gifts, hospitalities, entertainments, sponsorship or charitable donation offered, given, and received should be of an appropriate professional nature and be both reasonable and appropriate in terms of value and frequency.
17.2. Employees should always report any gift, hospitality, entertainment, sponsorship, or charitable donation that they have offered, given, and received to HR. HR is obliged to maintain the registrar of offered, given, and received gifts, hospitalities, entertainments, sponsorship or charitable donation. 
17.3. All expenses incurred in relation to making gifts,  hospitalities, entertainments, sponsorships, and charitable donations must be submitted with attachments of all relevant receipts, approvals and reporting forms.
18. [bookmark: _Toc120002012]Conflict of Interest
18.1. Employees should avoid situations where they or their family members can receive any personal benefits for their roles at AFSA.
18.2. Employees should not hold any consultancies, directorships or financial interests, expect any future benefit from, or be involved in any capacity in the entities it supervises (or wider), other than in a supervisory role or as a customer.
18.3. Employees should exclude themselves from decisions where they have a Conflict of Interest
18.4. Employees, including Supervisors, Directors, Heads, Advisors, Registrar of Companies, Chief Officers, Managing Directors, Deputy CEO, Internal Auditor, Secretary of the Board and CEO, must as appear disclose any actual, potential or perceived Conflict of Interest according to the Schedule 3 and Schedule 4 hereto and discuss ways to manage, disclose or avoid it.
18.5. Recognition of actual or potential Conflict of Interest protects AFSA’s reputation and builds trust with AIFC Participants, contractors, partners, and broader community. 
18.6. At all times employees will bear responsibility to act honestly, and to identify and disclose any issues that could be a subject of Conflict of Interest. 
18.7. Employees should:
· not participate in recruitment (selection and hiring) processes for candidates who are their family members or close friends, but still could pass on CVs of such persons who may be competent for the role;
· not accept any job offers for the positions of advisory, board seats or similar, with AIFC Participants, partners, or contractors where their judgements and decisions could be influenced so that they will impact the AFSA;
· not make personal loans to Line Managers and executive officers of the AFSA;
· ensure that their decisions shall not be influenced by any personal or family relationships;
· avoid any business opportunities that arise using AFSA’s property, information or position; and
· refrain from using AFSA’s property, information, or position for personal gain.
18.8. Employees should disclose to HR any significant personal information that could be counted as actual or potential Conflict of Interest, including information regarding Significant Financial Interests in any AIFC Participant, partner, contractor, or outside interests of any type.
19. [bookmark: _Toc120002013]Insider Trading
19.1. Using of Inside Information with a purpose of gaining any financial or personal benefit is unethical and against the law.
19.2. Inside Information includes material, non-public information about the AFSA, AIFC, AIFC Participants, contractors, partners, or listed entities that could be considered important in making investment decisions, and include, without limitation, the following:
· mergers, acquisitions, dispositions, tender offers;
· earnings information, or any other financial information of nonpublic character;
· changes in management or strategy;
· contracts and partnerships; and
· regulatory examinations or investigations.
19.3. Employees must not encourage insider trading or disclose Inside Information to others who can benefit from it.
20. [bookmark: _Toc120002014]Dealing Restrictions
20.1. In the course of their duties, employees will come into possession of information that is both confidential and price-sensitive. For this reason, in addition to complying with the specific restrictions on dealing and other requirements in this Code, all employees must ensure that they exercise caution in their share or investment dealings in order to avoid any suspicion of improper conduct. An employee must not deal in shares or investments where the employee is either directly involved in the regulatory relationship with the issuer or is aware of price-sensitive information relating to the issuer. An employee must take reasonable steps to ensure that a Connected Person does not deal in shares or investments where the employee is either directly involved in the regulatory relationship with the issuer or is aware of price-sensitive information relating to the issuer.
20.1.1. [bookmark: _Hlk119948479]Employees must not engage in speculative dealing of Restricted Securities, there is minimum holding period.  Employees should note that approval will not be given for the sale of such Restricted Securities by an employee or a Connected Person where the shares have been held for less than six months. 
Restricted Securities are securities that are issued by:  
· AIFC Participants 
· Group Companies of AIFC Participants; or 
· a company which listed on AIX.
20.1.2. [bookmark: _Hlk119948516]An employee may only deal in Restricted Securities if a dealing request has been submitted by the employee and the dealing request has been approved by the CEO.
20.1.3. Employees must take reasonable steps to inform a Connected Person of the general restrictions on dealings in Restricted Securities and other investments without prior approval. The employee must submit a dealing request to the CEO in respect of any proposed transaction in Restricted Securities by a Connected Person of which the employee is aware.
20.1.4. The dealing restrictions set out above do not apply where the decision to buy or sell a Restricted Security is carried out on behalf of the employee or a Connected Person on a discretionary management basis by a third party (such as a fund manager) exercising its independent judgement without any specific instruction to buy or sell the Restricted Security being given to the discretionary manager by the employee or Connected Person. Employees in positions which provide them with access to price-sensitive information concerning AIFC Participants are strongly advised to make arrangements for their investment decisions to be made by a discretionary manager.
20.1.5. Employees should note that dealing restrictions may continue to apply even after the conclusion of their employment at the AFSA, for example, where the former Employee is aware of information that remains price-sensitive.  Employees must ensure that they comply with all applicable laws, regulations or rules in their dealings in shares and other investments both during their employment at the AFSA and following the conclusion of their employment.
21. [bookmark: _Toc120002015]External Communication
21.1. External parties interacting with AFSA, including public media, analysts, regulators, and AIFC Participants, could apply to employee seeing him or her as an expert in the AFSA’s activities, and to give some insights to them, with or without compensation. 
21.2. In such cases an employee shall not respond them on behalf of the AFSA, whether in person, online through social media, by phone, mail or otherwise, but should promptly notify the contacts below to identify appropriate person to respond:
· division or person in charge of public relations and communications, if contacted by journalists, bloggers, other mass media;
· division or person in charge of international relations, if contacted by other regulators, partners; 
· division or person in charge of governmental relations, if contacted by Kazakhstani authorities; or
· division or person in charge of human resources, if contacted by recruiters, interested candidates, or former employees.
21.3. This also applies to cases when an employee attends events not as a speaker authorized by AFSA to speak on its behalf. In that case employee should also forward any inquires to appropriate person at the AFSA.
21.4. Nothing in this Code prohibits employee from contacting directly with any external party, Government Official, entity, or agency, without prior consent or notification to AFSA to the extent permitted by law and applicable practices of professional responsibility.
22. [bookmark: _Toc120002016]Social Media
22.1. Any statements made by an employee (or intern) in social media should be clearly identified as statements done by an employee as an individual and must not appear as speaking or acting on behalf of the AFSA. 
22.2. Staff of AFSA should use the AFSA Internal Policy on Communication on all issues related to using of AFSA’s name in social networks, internal and external events and engagements that may in any way influence the public opinion on the AFSA's image.
23. [bookmark: _Toc120002017]Third-Party Management
23.1. AFSA selects its suppliers and contractors based on the relevant procurement policies. Best value for money is the principle that the AFSA takes into account. Other criteria which the AFSA considers in selecting its contractors and suppliers are the qualifications, competitive price, reputation, quality, delivery, and other objective standards. 
[bookmark: _Toc120002018]Miscellaneous
24. [bookmark: _Toc120002019]Enforceability of Code
24.1. The Code is enforceable and a breach (or suspicion of a breach) of the Code will be investigated, and may lead to a disciplinary action, including such measures as suspension, termination of appointment, injunctive relief, etc.
24.2. Staff who ignores or violates the conducts specified in this Code, and Related Policies, or who penalizes a subordinate for trying to follow or following those standards, or wilfully or knowingly omits to tell the entire truth during any ethics or other AFSA investigation, or obstructs, defeats, or attempts to stop an ethics or other AFSA investigation, will be subject to progressive discipline, up to and including immediate dismissal.
25. [bookmark: _Toc120002020]Reporting Violations
25.1. Proper conduct can reinforce an ethical atmosphere and positively influence the conduct of fellow associates. 
25.2. If any staff becomes aware of suspect misconduct, including a violation of any applicable law, or has a Business Conduct Concern, they must report it to the appropriate level of management.
25.3. The following contacts could be reached:
· Reporting Channel by:
· sending an email to hotline@afsa.kz  and/ or
· calling the following number +77172647396
· HR by:
-	sending an email to hr@afsa.kz
· Legal team by:
-	sending an email to legalpolicyrequest@afsa.kz 
· Internal Audit and Risk by:
-	sending an email to hotline@afsa.kz 
· Audit and Risk Committee of the AFSA Board of Directors by:
-	sending an email to hotline@afsa.kz 
25.4. If anyone becomes aware of any cases which are related to a Business Conduct Concern, or has reasons for speaking up, they should immediately report an application on any violation, or unethical or unlawful conduct via the Reporting Channel.

25.5. Any reports that involve the AFSA CEO, executive officers, or employees holding positions reporting to the AFSA Board of Directors will be immediately communicated to the Chairman of the Board of Directors and the Chairman of the Audit and Risk Committee.
25.6. Such reports, messages, emails, calls and detailed notes shall be dealt with confidentially, unless it is necessary to share such information in order to address the matter appropriately. 
25.7. Regardless, anyone who raised a Business Conduct Concern will have the commitment of AFSA, the Audit and Risk Committee of the Board of Directors of AFSA that in case such report made in good faith, he or she will be protected from retaliation.
25.8. AFSA Related Policies contain specific information and guidance in case of violation of ethics, established rules on business conduct, personal trading, grievances, and disciplinary actions, etc.
25.9.  Schedule 2 contains the list of Related Polices. 


[bookmark: _Toc120002021]Schedule 1. Definitions used in this Code
1.1. AFSA means the Astana Financial Services Authority.
1.2. AIFC means the Astana International Financial Centre.
1.3. AIFC Participant has the meaning given in Article 1(5) of the Constitutional Statute “On the Astana International Financial Centre”.
1.4. Audit and Risk Committee of the AFSA Board of Directors means the committee of the Board of Directors that assists it in fulfilling its responsibility for ensuring the integrity of the AFSA’s financial reporting and implementation of a sound system of risk management and integral control by monitoring, reviewing and advising or reporting to the Board.
1.5. Bribery is the offer, promise, giving, demanding or acceptance of an advantage as an inducement for an action which is illegal, unethical, a breach of trust or the improper performance of a contract. Inducements can take the form of gifts, fees, rewards, jobs, internships, examination grades, favors or other advantages.
1.6. Business Conduct Concern means a situation when violation of laws, rules, regulations, or this Code is known or suspected. 
1.7. Board of Directors means the governing body of the AFSA, which oversees the Executive Body and carries out overall management of the AFSA’s activities without interfering in day-to-day operations of the AFSA.
1.8. CEO means the Chief Executive Officer of the AFSA.
1.9. Conflict of Interest means the situations when an employee’s private interest interferes or advances against the AFSA’s interest.
1.10. Connected Person means a spouse or a civil partner, a dependent, or any other person for whom the employee takes important financial decisions or controls or advises on such matters.
1.11. Corruption is abusing an official position with the purpose for personal gain, including giving and/or receiving a Bribery, embezzlement, corporate fraud, extortion, or other illegal uses by an individual or entity of their official capacity that contravene the legitimate interests of the AFSA, AIFC Law and the laws of the Republic of Kazakhstan, or any other law that may apply to the relevant person or entity.
1.12. Disclosure means full and fair release of information relevant to a person.
1.13. Facilitation Payment means an illegal or unofficial payment to or by an employee of the AFSA made in return for services which the payer is legally entitled to receive without making such payment.
1.14. Fraud is any illegal act characterized by deceit, concealment, or violation of trust. These acts are not dependent upon the threat of violence or physical force. Frauds are perpetrated by parties and organizations to obtain money, property, or services; to avoid payment or loss of services; or to secure personal or business advantage.
1.15. Government Official means any official or employee of any country, state, regional, or municipal governments or any department or agency thereof; any officer or employee of a company or business owned in whole or in part by a government; and any officer or employee of a public international organization (for example, the World Bank); any foreign political party or official thereof; or any candidate for political office. Government Officials include officials at every level of government, regardless of rank or position.
1.16. HR means the structural division of the AFSA that performs human resource management.
1.17. Inside Information is material information that is not available to the public that could influence a reasonable investor to buy, sell or hold a company’s securities.
1.18. IT means the structural division of the AFSA that develops, manages, and maintains the AFSA’s technology-related assets.
1.19. Legal Office means the structural division of the AFSA that deals with legal matters.
1.20. Line Manager, in relation to an employee of the AFSA, means the person who is directly responsible for managing the employee’s work and to whom the employee directly reports.
1.21. Prohibited Conduct is the collective term including but not limited to discrimination, retaliation, abuse, offence, dishonor, insult, harassment (including sexual harassment). Disagreement on work performance is not Prohibited Conduct and is dealt with in the context of performance management.
1.22. Related Policy is a document specified in Schedule 2 to this Code that applies to the AFSA and its staff.
1.23. Reporting Channel is an internal line of communication that used for conveying a message regarding Business Conduct Concern or Prohibited Conduct. Restricted Securities means securities that are issued by AIFC Participants, Group of AIFC Participants; or a company which is listed on the Astana International Exchange.
1.24. Significant Financial Interest means being an owner, partner, officer or director, or shareholder owning at least 5 percent of the company’s stock (including private companies, partnerships, and other legal entities).
1.25. Speak Up is defined as an act that draws the attention of the AFSA employee to perceived wrongdoing or unethical activities.
1.26. Working Environment is the setting, social features and physical conditions in which employees perform their job.
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